
Appsecco Sanity Check 
 

Online Information Cyber Audit 
A guide to your report:  

What we do and why we do it  



    Cyber Security can seem like a complicated 

topic to understand, so we believe advice should 

be straightforward and delivered without drama. 
 

We provide simple solutions to problems and 

don’t confuse you with technicalities. 
 

The Sanity Check and Sanity Check+ Online 

Information Cyber Audits are the first step. Our 

reports are written in plain English and explain 

the business impact to the checks and tests  

we undertake.  
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Why undertake a Sanity Check? 

You get fast insight into sensitive information and 

data exposed online that could be used as a first 

step to a cyber-security attack.. 

The report is a complete overview of what we 

find, what the potential business impact is, and 

straightforward steps to fix anything uncovered. 

With up to 40 different tests the Sanity Check 

and Sanity Check+ are quick and cost effective 

to undertake to help make you more secure right 

away. 



Case Studies 

Retail 

 

Critical 

software 

security flaw 

We identified an overlooked 

critical security flaw that 

made the ecommerce 

presence wide open to 

attack. Our report enabled 

their IT team to fix this to 

them instantly more secure 

Information 

Technology 

 

Sensitive 

internal data 

online 

We found plain text files on a 

public web-server that 

contained complete system 

log-in information. Our report 

pinpointed the exact folder 

location, which they were 

able to quickly remove. 

Financial 

Services 

 

Customer data 

exposed 

We discovered a test website 

using live customer data, 

that the client was unaware 

of. Our report enabled  the 

client to work with their 

website supplier to protect 

and secure this data 

Ahead of a full security 

review the client wanted to 

understand if they had any 

urgent issues to address 

 

A private equity fund was 

preparing a company for sale 

and wanted to avoid any 

surprises during this sale 

process 

The client wanted to 

understand if their security 

was as effective as they had 

been told by a third-party 

vendor 



Your Report 

Within 48 hours from the tests  

commencing we will report on  

sensitive information you have  

exposed online and what you should do  

about it including: 

• Domain names and their configuration 

• Applications and software frameworks 

• Infrastructure and its configuration 

• Organisational and personal information 

We then follow up with a scheduled call to  

explain our findings and answer your questions. 



How we work 

Appsecco is a team of highly trained and 

experienced Cyber-Security Professionals. 

Using non-invasive methodologies we find, 

analyse and report on information leakage that 

attackers could use to plan and instigate a 

cyber-security attack. 

Operations 

We operate in the UK with offices in Boston US, 

Bangalore India, and Doha Qatar. 



Testing 

Sanity Checks, in-depth penetration testing and 

vulnerability assessments 

Breach recovery 

How to get back on-track if something has been 

hacked 

Security consulting 

Architecture reviews and general advice 

Training 

For developers, security teams and non-

technical staff 

Services 
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